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Resumen:

Machine learning systems have evolved incredibly in the last few years. Large language models are now
common ground with different application scenarios. Startups are receiving an incredible amount of
financing. But still, one main question remains: can we trust those systems for tasks that go beyond
computationally repetitive tasks? Machine learning systems need labeled data, and for that data to
make sense, it also needs context. If security is a necessary requirement, much of what is being said
about machine learning systems won't stand any longer. This talk will provide you with a picture of the
challenges that artificial intelligence faces and some interesting insights into the fields of security,
machine learning, large language models, and trust.
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