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Resumen:

This lecture will address issues of trust in computer systems, artificial intelligence and attacks on these
types of systems with practical examples. Artificial Intelligence has gained ground in several areas with
different applications scenarios, but in the perspective of this lecture, the fundamental point of the
discussion is: what does an artificial intelligence system should do from a security perspective and how
does an intelligence system provide results on a given subject? Few people are really concerned about
the behavior of these types of systems from a security point of view. If you like machine learning and
security, I believe this lecture will show you interesting security problems in artificial intelligence
systems.
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